Inhaltsverzeichnis

VOTWOTT oo e e e e e e e v
Verzeichnis der Autorinnen und Autoren ....... ... ... ... . ... XXV
Abkitrzungsverzeichnis ... ... ... ... XXVII
Teil l
Grundlagen der Digitalisierung
1. Kapitel Die Bedeutung der Digitalisierung in der Praxis und im Recht ............ 1
1. Digital Legal Expert - neue juristische Anforderungen ........................ 1
II. Digitalisierung und Recht in Zeiten der Pandemie . ..................... ... ... 2
HOEL Ausblick ... ..o 5
2. Kapitel Grundlagen der Digitalisierung und Legal Tech ......................... 6
I. Einstieg in die Welt der Digitalisierung und Legal Tech ....................... 7
A. Definitionsversuch: Digitalisierung . ........... ... ... ... i il 7
B. Digital Thinking ......... ... ... 7
II. Legal Tech und Buzzwords der Digitalisierung . ............. .. .. ... .. 8
A Amaras GESetZ ... ...t i 8
B. Legal Tech . ... .. e 9
C. Juristen als Fortschrittsverhinderer? . ......... ... ... ... ... . iiiiiin.. 10
D. Fakten zu bestimmten Technologien .............. ... ... ... ........... 10
1. Allgemeines zu Legal Tech . ... ... .. ... ... . ... .. .. 11
2. Artificial Intelligence . ....... ... ... .. .. o il e 11
3. Natural Language Processing ............. ... ..ot . 12
4. Blockchain ... 13
5. 8mart ConIactS ... vv ittt e e 14
6. Big Data......ooivii e e 15
7. Chatbots .. ... e e 16
8. E-Discovery und TAR-Systeme . ......... ... uiiieinneiiniannenn 17
9. Robotic Process Automation ..............coiiiiiiiiiiiiiniennainn, 17
10. Low-Code-/No-Code-Technologie ...........................cooi.... 17
3. Kapitel Grundlagen der Informatik und IT-Security . ........................... 19
L Einfihrung . ... 19
II. Einleitung: Was ist Informatik? ........ ... .. .. .. o i 21
A Allgemeines .. ... e 21
B. Kernbereiche der Informatik ........ ... ... ... ... . 21
1. Theoretische Informatik ...... ... ... ... o i 22
2. Technische Informatik .............. .. ... ... . il 22
3. Praktische Informatik . ................. e 22
4. Angewandte Informatik ........ ... ... ool 23
L. Betriebssysteme und alternative Architekturen ............................... 23
A. Betriebssystem ... ... ... 23
B. Alternative Architekturen ... ... . ... .. e 24
IV. Algorithmen und Computerprogramme ...............ovtinnnueenennuenennn. 24
A Algorithmus ... ... e 24
B. Computerprogramm . ........ ..o e 25
Zankl (Hrsg), Rechtshandbuch der Digitalisierung IX

Bibliografische Informationen HE
http://d-nb.info/1241346046 digitalisiert durch IONAL
‘B IOTHE


http://d-nb.info/1241346046

Inhaltsverzeichnis

L Definition ... ... 25

2. Aufbau von Computerprogrammen ..........c.vvnuuerininennneeonne.. 26

3. Programmiersprachen ........... .. ... i i 26

4. Cloud Computing .. .......iiuiitiii i it 27

5. Definition ... ... 28

6. Cloud-Servicemodelle . . ...... .. ... ... ... . i 28

V. Security als Managementfunktion ........... ... . ... oo, 28
A. Hacker und ihre Motivation . .......... ... ... i i, 29

B. Informationssicherheit .. ... .. .. o i 30

1. Warum ist Informationssicherheit von Bedeutung? ...................... 30

2. Arten von Informationswerten .............. ... i 31

3. Unterscheidung IT-Security und Informationssicherheit . ........... ... .. 31

4. Zusammenhang Informationssicherheit und Datenschutz ................. 32

5. Informationssicherheitsmanagementsystem (ISMS) ...................... 33

6. ISOMIEC 27001 ... . i e et e 34

G AWAIEINESS . ..ot e 35

4. Kapitel Cloud Computing .. ....... ... .. i, 38
L Grundlagen ... ... . 38
A. Definition von Cloud Computing . ............... i i, 38

B. Die fiinf wesentlichen Merkmale eines Cloud Service ....................... 40

C. Service-Modelle . ....... .. .. 40

D. Bereitstellungsmodelle .. ........ .. .. o 42

E. Cloud-Only- oder Cloud-First-Strategie? . .......................c.vu.... 43

II. Infrastrukturen und Anwendungsgebiete ........................ e 44
. Kinstliche Intelligenz und Machine Learning .. .............................. 45
A. Bestehende Einsatzgebiete . ......... ..ottt 46

B. Aufkommende Einsatzgebiete ............. ... ... .. 47

5. Kapitel Digital Leadership ........................... e e 48
L Digital Leadership . ....... ... o i 48
A Agile Fithrung . ... 50

B. Generationsorientierte Fithrung . ........................ ... ... ......... 50

C. Virtuelle Fithrung . .. ... 51

D. Neue Anforderungen an Fihrungskrifte . ................................ 52

E. VOPA+-Modell ... ..o 52
LoVertrauen . ... 53

2. Partizipative Fithrung . .. ........ ... ..o i 53

3. Kommunikation . ........ .. .. . 54

4 Feedback ... ... 54

IL Scrum .................... et 54
A Wasist Scrum? ..o 54

B, Scrum Basics .. ..o 55
LoSerum-Rollen . ... o 55

a) Product OWBer . ... ...t 55

b) Entwicklungsteam ........... ... .. 56

€) Scrum Master .. ...ttt 56

2. Ablauf eines Sprints .. ...... ... i 57

a) Sprint Planning ........ ... . 57

b) Daily Scrum . .....oo 57

€) Sprint Review .. ....ooiii i 57

d) Sprint Retrospektive .. .......... ..ot 57

3. Artefakte .. 58

Zank! (Hrsg), Rechtshandbuch der Digitalisierung



Inhaltsverzeichnis

a) ProductBacklog ... ... ... 58
b) Sprint Backlog . ... 58
¢) ProductIncrement ... ... ... .. . i 58
IL Fazit . ..o e e 58
Teil ll
Digitalisierung im Privatrecht
6. Kapitel E-Commerce und Vertragsrecht ........ ... ... ... ... ... . ... ..., 59
I. E-Commerce und E-Commerce-Recht im Allgemeinen ........................ 59
II. ABGB, GRUG und E-Commerce-Gesetz . .............oieeiiiiiiiienennnn. 61
A. E-Commerce-Gesetz im Uberblick .................... . ... ... ool 61
1. Anwendungsbereich ........... ... ... i 61
2. Regelungsschwerpunkte .. ... ... . .. i 62
B. Vertragliche Regelungen im Einzelnen .............. ... ... ..o ot 62
1. Vertragsabschluss und vertragliche Erklarungen ......................... 62
2. Vertragsqualifikation und Vertragsinhalte . ................... ... ... ... 64
3. Vertragliche Informationspflichten . ................ .. ... . ... 66
4. VertragsstOrungen ... ...ttt ittt i 68
5. Vertragliche AGB ......... ... . i 72
6. Ubergang vertraglicher digitaler Inhalte von Todes wegen ................ 73
HI Fernabsatzrecht ................ ... ... i, e 74
A. Fern- und Auswirtsgeschifte-Gesetz - FAGG ...................... ... ... 74
LoAllgemein .. ..o 75
2. Informationspflichten . ........ .. .. ..o i i 76
3. Rucktrittsrecht .. ... ..o 77
B. Fernfinanzdienstleistungsgesetz — FernFinG ............................... 79
LoAllgemein . ..o e 79
2. Informationspflichten .......... ... ... . i 79
3. Rucktrittsrecht . ... ... 79
7. Kapitel E-Commerce und Haftungsrecht ........................ ... ... . ... 80
I. ABGB und E-Commerce-GeSetZ . . ...ouuuiniiiiniieiinieniinnenennnennennn. 81
A Haftung . ..o e e 81
B. Haftungsbefreiung . ...... ... .. . i 83
Lo Allgemein . ..o s 83
2. Access-Provider . ... e 86
3. Host-Provider . ..o e 87
4. Suchmaschinen ... ... ... i e 89
5. LINKSEIZEr . .\ttt e e 92
6. Uberwachungs-, Nachforschungs- und Auskunftspflichten ................ 93
II. Hass-im-Netz-Bekimpfungsgesetz und Kommunikationsplattformengesetz . . . . . . . 98
HI. Herkunftslandprinzip . ... o o 101
8. Kapitel Recht der elektronischen Signaturen . .......................... . ... ... 104
I. Elektronische Signaturemn ........... ... .ottt 105
A. Digitale und elektronische Signaturen .......... ... ... . oot 105
1. Technologieneutraler Ansatz . ...........c.coiviiinietiieeeiiienieaanss 105
2. Bedeutung .. ..o 105
3. Funktionalitdten ..... ... ...ttt i 105
A ZWeCK .o e 106
5. Unterscheldungen .. .....oouununiiiiii it 106
6. Signaturprodukie ... .. ... 106

Zankl (Hrsg), Rechtshandbuch der Digitahsierung Xl



Inhaltsverzeichnis

7. Signaturerstellung und Signaturpriffung ... ...... ... o oL 107
B. Rechtliche Rahmenbedingungen ............ ... ... ... ... ... .. L. 107
1. EU-Verordnung mit SVGund SVV ... .. ... ... oL 107
2. Definitionen . ....... .o e 108
3. Innerstaatliche Konkretisierung . .............. ... ... . ... il 109
C. Qualifizierte elektronische Signatur ............ .. .. ..o iiiiiilL. 109
Lo Elemente ... e 109
2. Qualifiziertes Zertifikat . ........ ... .. i 109
3. Qualifizierte Signaturerstellungseinheit ..................... ... .. ...... 110
4. E-Mail-Signatur . ... ... 110
5. Bestatigungsstellen .. ... ... .. Lo 111
6. Ausstellen eines qualifizierten Zertifikats ............................... 111
7. Verzeichnis- und Widerrufsdienst . .............. .. ... .. ... 111
8. Qualifizierter VDA .. ..ttt et e e 112
D. Haftung des VDA ... .. . 113
E. Pflichten der Signatoren ............ ... ittt 113
F. Besondere Rechtswirkungen ........... .. ... o it 113
G. Signaturpriifung . ... .. 115
H. Elektronisches Siegel . .......... ... ... . .. . . 116
1. Elektronische Urkunden und Beweismittel . ................................. 117
A. Verfahrensrecht . ... ... .. . i 117
B. Nichtdiskriminierung .. ............ o 117
C. Qualifiziert elektronisch signierte Dokumente ............................. 117
D. Elektronisches Siegel .. ....... ... ... . 117
III. Notarielle Urkunden, Archivierung und Applikationen ........................ 118
A. Urkundenarchiv .. ... ... ... . 118
B. Notarsignatur und Beurkundungssignatur ................................ 118
C. Beurkundungssignatur (6ffentliche Form) ................................ 119
D. Beurkundungssignatur (notarielle Urkunden) ............................. 119
E. Archivierungssignatur und Archivsignatur . ............................... 119
F. Signaturpraxis in Osterreich ...................... ... . i, 120
IV. Elektronischer Akt ...... ... .. .. .. . 121
A. Elektronisches Aktenregister .............. ... 121
B Justiz 3.0 ..o 121
9. Kapitel Legal Tech: Die elektronische Signatur im Unternehmen ................. 122
L. Eine kleine Maflnahme mit grofier Wirkung . ................................ 123
A. Der lange Weg zur elektronischen Signatur ............................... 123
B. Die Bedeutung der elektronischen Signatur fiir Digitalisierungs-Initiativen . . . . . 123
C. Menschliches, Allzumenschliches ........................................ 125
D. Glossar zu elektronischen Signaturen ................ ... . ... ... ... ...... 126
II. Elektronische Signaturen im Unternehmen - Empfehlungen ................... 128
Al Strategie .. ..o 128
B. Governance . ... ... . 128
C. Technisches, Allzutechnisches - was elektronische Signaturen im Unternehmen
leisten . ... ..o 130
D. Signatur-Workflows auf der Basis von SES, AESund QES .................. 130
I Pflicht: Digitalisierung formfreier Vertrage .................................. 133
A. Gewillkiirte Schriftform in Konzernstandards ............................. 133
B. Cloud-basierende Signatur-Workflows mit SES (und vielleicht AES) .......... 133
C. Zusitzliche Flexibilitat in der EU-Cloud ............................ R 135
IV. Kir: Vertrage mit Schriftformerfordernis .................................... 136
A. Besonderheiten eines QES Workflows .. ........ooonrin o 136

Xl

Zankl {Hrsg), Rechtshandbuch der Digitalisierung



Inhaltsverzeichnis

B. Vorziige der osterreichischen Handysignatur . ............................. 138

C. Elektronische Signaturen und UGB/Firmenbuch ........................ ... 138

V. Fazit: Das Sicherste ist nicht immer das Beste ................................ 139

V1. Anhang: Haufige Fragen und Antworten ................ ... ..., 140

10. Kapitel Blockchains und Smart Contracts ............. ... ... ... ..., 142

L Blockchains . ... e 143

A Einfihrung ... 143

Lo Begriff ... 143

2. Mafigebliche Prinzipien ........ ... . i 144

3. Praktische Anwendungen ............ ... .. i 146

B. Erfassung und (zivilrechtliche) Rechtsprobleme . ............ ... ... ... .. 148

1. Rechtsbeziehungen der Teilnebmer ................ .. ... ... ... ..., 148

a) Offene Fragen ......... ... it 148

b) Kontroversen tiber KONroversen . ......oovvvvrnereenenenernnennnss 148

c) Welche Fragen sind daher konkret zu stellen? ................. ... ... 149

2. Rechtsbeziechungen zu sonstigen ,Nutzern“ ............................. 150

C.Regulierung . ... . 150

IL Smart Contracts . ... ..ot i et e 151

A Einfihrung .. ... o 151

1. Begriffsbestimmung . .......... ... o 151

2. Abwicklung on-chain - off-chain denkbar . . ............... ... ... ... 152

B. Einige vertragsrechtliche Aspekte ......... ... ... ... ... ol 152

1. Fragestellungen . ...... ... .. i 152

2. Istder Code der Vertrag? .........oiinuin i, 152

a) Automatisierung als Problem? ............. .. ... . oL 152

b) Verstandlichkeit ... ... ... ... i i it it 152

3. Wie kommt man zum Vertragsabschluss? .............................. 153

C. Problem: Finalitdt der Transaktion ............ ... ... i, 154

D. Hemmschuh Verbraucherschutz? ......... ... oo 155

E. Anwendbares Recht ......... ..o i 156

11. Kapitel E-Commerce und Kartellrecht . ............. ... ... ... ... ... ... 157

L Einleitung . .. ..o e e e 158

II. Rechtliche Rahmenbedingungen .............. .. . i ., 160
A. Das Kartellverbot und das Verbot des Missbrauchs einer marktbeherrschenden

Stellung . . ... e 160

B. Vertikale Beschrankungen .. ... ... ..ot 162

1. Selektive Vertriebssysteme ........ ... ...t 164

2. Preishindung der zweiten Hand .. .......... ... oo 165

3. Dualvertrieb . . ... .. e 166

4. Doppelpreissysteme . ... ..ot e 166

5. Sonstige Wettbewerbsbeschrinkungen im Online-Vertrieb ................ 166

a) Drittplattformverbote .. ........ .. ... 166

b) Verbot der Nutzung von Preisvergleichs- und Preissuchmaschinen . .. ... 167

¢) Brand-Bidding-Beschrankungen ............ ... ... ... ol 167

d) Verbot der Nutzung von Online-Vermittlungsportalen . ............... 167

II1. Praxis der Wettbewerbsbehorden ....... ... o oo i 168

A. Europiische Entwicklungen .............. ... il 168

1. Sektoruntersuchung der Européischen Kommission ..................... 168

2. Pierre Fabre: EuGH C-439/09 . ... ...t 170

3. Coty: EuGH C-230/16 ... ..o e 170

4. Jingere Fallpraxis der Europaischen Kommission ....................... 171

Zankl (Hrsg), Rechtshandbuch der Digitalisierung Xl



Inhaltsverzeichnis

5. Deutsche Asics-Entscheidung ............ ... il 173
B. Auswahl osterreichischer Fallpraxis ........... ..o o i, 174
1. Héndlerkonditionen bei Amazon ................. ... .. ... oL 174
2. Fallpraxis zu vertikalen Beschriankungen im Bereich E-Commerce . ........ 176
IV. Digitale Plattformen . ........... .. .. i 178
A. Digitale Plattformen als ,,Gatekeeper” . ................ ... .. . i 178
B. Bestpreisklauseln: Beschrinkende Vereinbarungen durch Hotelbuchungsplattfor-
1T 3 179
C. Plattform-Verordnung . . ......... it e 181
Lo Rankings .. ... 182
2. Bevorzugung eigener Dienste . ........ ... i i . 182
3. Aussetzung und Beendigung ........... ... . o ool 182
4 oDaten . ... e e 182
5. Meistbeglinstigung .. ...... ..ot e 182
V. Ausblick und weitere Reformen ............. ... oo i 183
12. Kapitel Intellectual Property im digitalen Zeitalter . ............................ 185
L Ubersicht .. .ot 185
II. Schwerpunkt Copynght im digitalen Umfeld . ................ ... ... .. .. .. 186
A. Grundlegendes . ....... ... ... 187
B. DieInfo-RL .. ..o e 189
1. Das Vervielfaltigungsrecht .......... ... .. .. ... .. ... . L 189
2. Art3Info-RL ..o 190
a) Recht der offentlichen Wiedergabe .. ............................... 191
b) Recht der offentlichen Zuginglichmachung .......................... 194
3. Technische Schutzmafinahmen und Informationen ...................... 195
C. Ausblick - DSM-RL ... .. i 196
1. Verantwortlichkeit von Internet-Plattformen ........................... 196
2. Urhebervertragsrecht ......... ... . .. ... ... 198
3. Sonstige Bestimmungen ........... ... ... it 199
I Kitnstliche Intelligenzen . ...... ... oo i, 199
A. Was ist kiinstliche Intelligenz? . ....... ... ... ... ... ... ... .. ... ..... 200
B. Schutz der kinstlichen Intelligenz .. ................... ..., 200
L Urheberrecht ...... ... ... 200
2. Patentrecht . ... ... . . 201
3. Gebrauchsmuster ....... ... .. ... . 202
4. Wettbewerbsrecht . ...... .. .. . . . 202
C. Schutz von mittels KI erzeugter Inhalte .................................. 203
IV. Lizenzen im digitalen Umfeld . ........ ... ... .. ... .. ... ... .. ...... 204
V. Open SOUICE ..ot 205
A. Wofiir steht ,Open Source ? ... ... ... . ..o 206
1. Open-Source-Definition ... ...... ..o, 206
2. Open Source inder Praxis . ..............coiiiiii i, 206
B. Open Source im osterreichischen Recht . ................................. 207
L Urheberrecht . ... ... . 207
20 Haftung . ..o 209
13. Kapitel Arbeitsrecht im digitalen Umfeld ..................................... 212
L Vorbemerkung ...... .. ... 213
IL Digitale Performance-Management-Systeme . .....................c..vuuo.... 213
A. Einfithrung von Systemen zur automationsunterstiitzten Datenverarbeitung nach
§96aAbs 1 ZTABVG . ... o 215
LoAllgemeines .. ... it 215

XV Zankl (Hrsg), Rechtshandbuch der Digitalisierung



Inhaltsverzeichnis

2. Automationsunterstiitzte Personaldatensysteme .........................

3. Digitale Performance-Management-Systeme als Personaldatensystem nach
§96a Abs 1 Z1 AtbVG? . ... e

B. Einfithrung von Beurteilungssystemen von Arbeitnehmern nach § 96a Abs 1 Z 2
ArbVG .. e

1. Allgemeines . ... e

2. Personalbeurteilungssysteme . ........... .. .. . i i

3. Digitale Performance-Management-Systeme als Personalbeurteilungssystem

1. ALlgemeines . .. ... n ittt e e

2. Kontrollmainahmen und technische Systeme, die die Menschenwiirde beriih-

TEIL L ottt et e e et

3. Digitale Performance-Management-Systeme als Kontrollmafnahme nach § 96

Abs1 Z3 AbVG? ..o

III. Digitaler Personalakt .. ... ... ... ... .
A Allgemeines .. ... e e

B. Betriebsvereinbarungspflicht? ...................... e

IV. Whistleblowing - neue RL . ... ... ... .. . . i i
CANgemeINes . . ... e
. Erfasste Bereiche .. ... ... .
CMeldekanidle . ...
. Redlichkeit der Hinweisgeber ........ ... ... ... i,
. Schutz vor Repressalien . ..... ... ... .. .. . i
Rechtsgrundlage fiir die Einrichtung interner Meldekandle . .................
V. Homeofﬁce .............................................................
A Allgemeines . ... ..o e

B. Rahmenbedingungen von Homeoffice ............... ... ... ... .. ...,

. Begriff ,Homeoffice™ . ... . .. .
. Abschluss von Einzelvereinbarungen . .............. .. ... . oL
. Abschluss einer Betriebsvereinbarung . ............ ... .. ..o o oL
. Bereitstellung der digitalen Arbeitsmittel ............. ... ... ... . ..
. Sonstige Arbeitsmittel und Aufwandersatz ............. ... ...l
L Arbeitszeit ... e
. Beendigung der Vereinbarung ................ .. ...l
. Haftung des Arbeitnehmers im Homeoffice ............................
. Arbeitnehmerschutz ......... .. o
. Unfallversicherungsschutz .. ............. ... ... i il
C. Steuerhche Begiinstigungen fiir die Arbeit im Homeoffice ...................
1. Homeoffice-Pauschale .. ........... ... ... . o i i

2. Differenzwerbungskosten ........... ..o o it

3. Erwerb von ergonomischem Mobiliar ........ ... ... ..o ol

4. Digitale Arbeitsmittel . ........ ... ...

THOO®E >

SO XNV W=

—

Teil 1l
Digitalisierung im offentlichen Recht

14. Kapitel Datenschutzrecht ...... ... ... . . . i

I Rechtliche Grundlagen ........ .. ... i
A Unionsrecht ... ..o i e
1 Allgemeines . . ..ottt e

2, D GV O .o e e e e

B. Nationales Recht . ....... ... .o i

Zank! (Hrsg), Rechtshandbuch der Digitalisierung

216
217
217
217
218
219
219
219

220



Inhaltsverzeichnis

II. Die DSGVO - Kapitel Ibis IV ... ... i et 236

A. Allgemeine Bestimmungen (Kapitel I der DSGVO) .............. ... ... ... 236

B. Grundsitze der Datenverarbeitung (Kapitel II der DSGVO) ................. 238

C. Betroffenenrechte (Kapitel HI der DSGVO) .......ooviiiiii .., 242

D. Pflichten des Verantwortlichen und Auftragsverarbeiters . ................... 245

III. Die DSGVO - Kapitel V bis VIII ... ... i, 248
A. Dateniibermittlung an Drittlinder und internationale Organisationen (Kapitel V

der DSGVO) it e 248

Lo Allgemeines . ... ...ttt e 248

2 BREXIT ..o e 250

3. Sonderfall USA .. ... 250

B. Aufsichtsbehdrden nach der DSGVO (Kapitel VI der DSGVO) . ............. 250

C. Zusammenarbeit und Kohirenz (Kapitel VII der DSGVO) .................. 252

D. Rechtsbehelfe, Haftung und Sanktionen (Kapitel VIII der DSGVO) ........... 253

IV. Die innerstaatliche Umsetzung der DSGVO und der DSRL-PJ .................. 254

15. Kapitel Telekommunikationsrecht .............. ... ... ... . ... .. ... . ..., 256

L Einleitung . ... 257

II. Der Europiaische Kodex fiir die elektronische Kommunikation .. ............... 259

A. Erweiterung des Adressatenkreises ............ ... ... oo i 260

B. Nutzerschutz . . ... ... . 260

1. Ausweitung der Informationspflichten ........... .. ... . ... .. .. .. 261

2. Mafinahmen gegen Rufnummernmissbrauch ........................... 261

3. Kostenlose Rufnummernmitnahme nach Kiindigung .......... e 262

C. Funkfrequenzverwaltung ............. ... ... .. i i, 262

D. Ausbau und die Nutzung von Netzen mit sehr hoher Kapazitit .............. 263

1. Betrdchtliche Marktmacht — Ko-Investition und Verpflichtungszusagen . . . . . 264

2. Geografische Erhebungen zum Netzausbau ............................. 264

E. Harmonisierung . ....... ... i e 265

F. Uberblick iiber weitere NeUTUNZeN . . ... ..vvein et eiananainninnss 265

G. Nationale UmSetzung . . ... ........tuuititie i inianannns. 267

III. Internet of Things und TK-Recht ......... ... ... i, 267

A. Vorbemerkungen ........ ... ... 268

B. Unionsrechtliche Uberlegungen ..................... .. ... ... 269

C. IoT und Telekommunikationsrecht . ............ ... .. ... ... ... 270

Lo Allgemeines . ... i e 270

2. M2M als elektronischer Kommunikationsdienst ......................... 271

a) Signalitbertragung ........ ... . i 272

b) Entgeltlichkeit ... ... ... ... .. ... . 273

¢) Kein ,Inhaltsdienst“ ... ... ... ... ... . 275

d) Offentlicher und nicht-6ffentlicher elektronischer Kommunikationsdienst 275

3. Roaming und ToT ... .o 275

4. Nummerierung bei IoT-Anwendungen ................................ 277

D. Zusammenfassung . .. ... ...t e 280

IV. Infrastrukturausbau und Regulierung ............... ... ... ... ... ... ...... 280

A. Frequenzvergabe — Auktionsverfahren .............. .. ... ... ... ... .. ..., 280

1. Erste Phase des Vergabeprozesses ................ovuiiin i, 281

2. Zweite Phase des Vergabeprozesses . .............. ... ... . ... ... ... ... 282

3. Dritte Phase des Vergabeprozesses ...................o.oiiiiini... 283

4. Zusammenfassung .......... AP 284

B. Leitungsrechte im TKG 2003 .. ... .. ..., 285

Lo Allgemeines . ... o 285

2. Verpflichtete .. ... 285

XV

Zankl (Hrsg), Rechtshandbuch der Digrtalisierung



Inhaltsverzeichnis

3. Berechtigte .. ... e e 286

4. Umfang von Leitungsrechten ....... ... .. .. .. ... ... .. o oL 286

5. Abgeltung und Richtsidtze . ......... ... ... oL i 287

6. Verhaltnis zur Enteignung . ......... .. .. o i 289

7. Zusammenfassung . ... ... e 289

V. Vertragsrecht und Netzneutralitit im Telekommunikationsrecht ...... ... .. ... 290
A. Vertragsrecht und AGB-Kontrolle im Telekommunikationsrecht .. ........... 290
L Uberblick . . ..ot e 290

2. Einseitige Vertragsdnderung . ........ ... .. ... ... i i, 291

3. Vertragliches und gesetzliches Anderungsrecht .......................... 292

4. Indexanpassung ... ...ttt s 293

5. Vertragslaufzeiten und Kindigungsbedingungen ............... e 293

6. Internetgeschwindigkeit bei Mobilfunkvertragen ........................ 294

B. Netzneutralitdt . . .. ... e 295
L Uberblick . . ..o e 295

2. Zero Rating und Netzneutralitat . .......... ... ... ... ... oL 297

3. Zulassiges Verkehrsmanagement ............. ... ... . i 297

4. Netzsperren zu Online-Inhalten . . ... ... .. ... . ... o o L. 298

5. Ausblick TKG 2021 . ..ottt e 299
VI. Schlussbemerkungen ........ ... . 300
16. Kapitel IT-Strafrecht ......... ... . . . . ... . . . i 301
L. IT-Strafrecht im Uberblick .. ... ... it 302
A. Begriff des IT-Strafrechts und Cybercrime ................ ... ... ... .. 303
B. Historische Entwicklung . ........... ... ... . i i 304
C. Materielles ,,Cyber-Strafrecht” im engeren Sinn ................ ... ... ... 305
Lo Einleitung ... ..o e 305

2. Widerrechtlicher Zugriff auf ein Computersystem (§ 118a StGB) .......... 306

a) Objektiver Tatbestand . ...........o it 306

b) Subjektive Tatseite .. ... 306

c) Strafdrohung ......... ... ... 307

3. Verletzung des Telekommunikationsgeheimnisses (§ 119 StGB) ........... 307

a) Objektiver Tatbestand . ......... ... ... i 307

b) Subjektive Tatseite . ......... ..o 308

c) Strafdrohung ....... ... e 308

4. Missbrauchliches Abfangen von Daten (§ 119a StGB) .................... 308

a) Allgemeines . ... ... ... i 308

b) Objektiver Tatbestand ............ ... i 308

c) Subjektive Tatseite ..........oo i 309

d) Strafdrohung . .......... .. 309

5. Missbrauch von Tonaufnahme- oder Abhdrgeriten (§ 120 StGB) .......... 309

a) Vorbemerkung ....... ... ... i 309

b) Objektiver Tatbestand ............ ... i 309

c) Subjektive Tatseite ... ... it 310

d) Strafdrohung ......... ... ... 310

6. Datenbeschadigung (§126aStGB) ..........ciiiiiiiii i 310

a) Objektiver Tatbestand .......... ... i 310

b) Subjektive Tatseite . .......couui i e 310

c) Strafdrohung ......... ... o 310

7. Stérung der Funktionsfihigkeit eines Computersystems ($ 126b StGB) . . . . . 311

a) Objektiver Tatbestand .. ... ... ..ottt 311

b) Subjektive Tatseite .. ..ottt 311

c) Strafdrohung ... ... ... 311

Zankl (Hrsg), Rechtshandbuch der Digitalisierung XVii



Inhaltsverzeichnis

8. Missbrauch von Computerprogrammen oder Zugangsdaten (§ 126¢ StGB) . . 312

a) Objektiver Tatbestand ...............o i 312

b) Subjektive Tatseite ... ....vuunuteeit et 312

c) Strafdrohung ... ... ... ... 312

9. Betriigerischer Datenverarbeitungsmissbrauch (§ 148a StGB) .............. 313

a) Allgemeines......... ... .. 313

b) Objektiver Tatbestand ......... .. ...t 313

c) Subjektive Tatseite .. ... ... ...ttt 313

d) Strafdrohung . ....... ... 313

10. Tatige Reue (167 StGB) . ..o vii i e 313
11. Datenfalschung (§225a StGB) .. ... vviiii it 314
a) Allgemeines ... ... ... . 314

b) Objektiver Tatbestand ............ ... .. i i 314

c) Subjektive Tatseite ... .....vuvinn ettt e 314

d) Strafdrobung . ... ... ... 315

D. Sonstiger Cybercrime im weiteren Sinne .. ... ... ... ... .o, 315
IL Strafermittlungen und Cybercrime .............. ... ... ... 319
A. Anwendung des osterreichischen Strafrechts . ........ e 319
L Einleitung ... ... .. 319

2. Ankniipfung des StGB ......... ... e 319

B. ,Cyber-Ermittlungen“ und Mafinahmen der StPO ......................... 320
1. Einleitung . .. ... 320

2. Strafprozessordnung ... ... ... 320

a) Sicherstellung (§ 110 StPO) . ... e 320

aa) Anwendungsbereich ........... . ... ... . il 321

bb) Sonderfall ,Datencloud™ .......... ... ... .. .. . 322

cc) Sicherstellungsgegenstand Smartphone ................ ... .. ..... 322

b) Beschlagnahme (§ 115 StPO) .. ..ot ii it 324

¢) Durchsuchungvon Orten und Gegenstinden sowie von Personen (§§ 119ffStPO) 324

d) Auskunft iiber Stamm- und Zugangsdaten (§ 76a StPO) ............... 325

aa) Stammdatenauskunft nach § 76a Abs 1 StPO .................... 325

bb) Zugangsdatenauskunft gemdfl § 76a Abs2 StPO .................. 325

e) Beschlagnahme von Briefen, Auskunft iiber Daten einer Nachrichteniiber-
mittlung, Lokalisierung einer technischen Einrichtung, Anlassdatenspei-

cherung und Uberwachung von Nachrichten (§ 135 StPO) ............. 326

aa) Beschlagnahme von Briefen (Abs1)............................ 326

bb) Auskunft iiber Daten einer Nachrichteniibermittlung (Abs 2) ....... 327

cc) Lokalisierung einer technischen Einrichtung (Abs2a) ............. 327

dd) Anlassdatenspeicherung (Abs2b) .............................. 328

ee) Uberwachung von Nachrichten (Abs3) ......................... 328

f) Verdeckte Ermittlung (S 131 StPO) ...ttt 328

g) Scheingeschifte (S 132 StPO) ...ttt e e 329

3. Sicherheitspolizeiliche Manahme und Ermittlungen .................... 330

a) Vorbemerkung ....... ... ... . i 330

b) Anwendungsbereich .......... ... ... . 330

c) Befugnisse nachdem SPG ..............coiiuiinni .. 330

4. Polizeilicher Staatsschutz ............... e 331

a) Einleitung und historische Entwicklung ............................. 331

b) Aufgaben nachdem PStSG ..................... ... ... . ..., 332

¢) Ausgewihlte Befugnisse des PStSG ................................. 333

17. Kapitel E-Government ......................uouieemi i, 334
L E-Government: Was ist das? Das E-GovG .. ..........ourrennnnnnn, 335

XVIII

Zankl (Hrsg), Rechtshandbuch der Digitalisierung



Inhaltsverzeichnis

A Binleitung . . ..o e e 335
B. Das E-Government-Gesetz . ......cooiiiiniiiin i, 336
1. Rechtliche Grundlagen ............ ... . o i i 336

2. Allgemeines zum E-GovG . ... ... ... L 337

a) Vorbemerkung ........... .. i 337

b) Gegenstand und Ziele des Gesetzes . ........... ... .cooiiiiiioa . 338

¢) Recht auf elektronischen Verkehr ................ ... ... ... ..... 338

d) Fir Unternehmen: Verpflichtende elektronische Zustellung . ........... 338

3. Technische Vorkehrungen des E-GovG ...............coiiiiiiiiia., 340

a) Die Blirgerkarte . ......... ... . 341

b) Elektronischer Identititsnachweis .. ...t nnn.. 342

aa) DieFunktion E-ID ... ... ... i et 342

bb) E-ID und Stellvertretung ........... ...t L. 342

¢) Registrierung zur Nutzang der E-ID .. ... ... ... ... oo it 343

d) Eindeutige Identifikation mittels Stammzahl . ........... ... .. ... ... 343

e) bPK: Das bereichsspezifische Personenkennzeichen ................... 344

f) Zusammenfassung ............... . iiiiiiiii i 344

g) Exkurs: Die App ,Digitales Amt“............... ... ... oo 344

4. Verwendung des E-ID im privaten Bereich . ............................ 345

5. E-ID-Verwendung mit Auslandsbezug .................... ... ...l 345

6. Elektronischer Datennachweis ............. .. ... ... o it 345

a) Nachweis iiber selbststindige wirtschaftliche Tatigkeiten ............... 346

b) Personenbezogene Daten aus Registern ...............c..cooviieiann, 346

7. Besonderheiten elektronischer Aktenfithrung: Die Amtssignatur ........... 346

8. Haftungs- und Strafbestimmungen ............ ... .. ...ooiias. 348

C. Exkurs: E-GOVeINANCe .. ... vttt ittt 348
1. Wasist E-Governance? .........ooiiiiiiiniiiiiiinn e enniiinann. 348

2. Der ,Multistakeholder®-Ansatz . .......... ... ... .. ool 349
II. FinanzOnline et al: Amtswegeonline ............ ... .. ... ... ... il 349
A Einleitung .. ... 349
B. FinanzOmline . ... ... 350
1. Vorgaben der Bundesabgabenordnung ................ ... ... oLl 350

a) Exkurs: Eingaben mittels Fax .............. ... oo 351

b) Exkurs: Eingaben per E-Mail ........... ... ... . it 351

2. FinanzOnline: Die Rechtsgrundlagen .. ................. ... ... .. ... 352

a) FinanzOnline-Verordnung (1998) .......... ... .ot 352

b) FinanzOnline-Verordnung 2002 .............cooiiiiiiiiiniinonns. 352

¢) FinanzOnline-Verordnung 2006 ..............oooiiiniiiiiieaann... 353

d) FinanzOnline-Erkldrungsverordnung ............. ... .. ..., 353

3. Die Anwendung von FinanzOnline . ............. ... . ..ol 354

a) Allgemeines . ... ... 354

b) Teilnehmer und Anmeldung ............... ... 355

¢) Grundlegende Funktionen von FinanzOnline .................. ... ... 355

d) Elektronische Zustellung .......... ... .. . L 356

e) Entrichtung von Abgaben ........ ... ... . ... 356

f) Ausschluss von Teilnehmern ............ .. ... .. ... oL 357

g) Weitere Vorgaben ......... ..o 357

C. Sonstiges Verwaltungsverfahren .............. ... ... ... .o 357
1. Allgemeines Verwaltungsverfahrensgesetz ............. ... ..o 357

a) Rechtliche Ausgangslage ............... ... . il ... 357

b) Einbringen per E-Mail ...... ... ... i i 358

¢) Aktenvermerk ................ ... ... e e 358

d) Erledigungen ....... ... i 359

Zank! (Hrsg), Rechtshandbuch der Digitalisierung XX



Inhaltsverzeichnis

2. Zustellgesetz . . ... .. L 359
a) Vorbemerkung ...... ... .. ... 359
b) Allgemeines zur elektronischen Zustellung ......... ... ... ... ... ... 359
¢) Elektronische Zustellmoglichkeiten . ............ ... ... L, 360
d) Teilnehmerverzeichnis . .........oiiiiiiii i 360
e) Anzeigemodul .. ... ... ... e 361
f) Zustelldienste ... ... ...t e 361
g) Weitere Moglichkeiten ohne Zustellnachweis . ................ .. ..., 363
3. Elektronischer Rechtsverkehr .. ....... .. ... ... i i, 363
a) Allgemeines . .........o o e 363
b) Funktionsweise und Nutzung des ERV ........ ... ... ... ... .. ... 364
4, Exkurs: JustizOnline . .. ..ottt 365
Teil IV

Rechtliche Spezialfragen der Digitalisierung
18. Kapitel Rechtliche Aspekte fiir Start-up-Unternehmen ................... ... .. 367
L. Definition von Start-ups und FinTechs ............ ... ... oo oL, 369
II. Rechtsform von Start-ups .......... ... .. i 369
III. Welche Genehmigungen brauchen FinTechs? ............. ... ... ... ... 370
A. Konzessionspflichten ......... ... . it 370
1. Konzessionspflichten nachdem BWG ............ ... ... ... .. ..., 370
2. Konzessionspflichten nach dem WAG 2018 ............................ 371
3. Konzessionspflichten nach dem ZaDiG 2018 ........................... 372
4. Konzessionspflichten nach dem E-Geld-Gesetz .. ........................ 372
B. Prospektpflicht und Crowd-Funding .............. ... ... .o on... 372
C. Investitionskontrolle . . ... ... . ... . . 373
D. Regulatory Sandbox . .......... ... 374
IV. Wer finanziert FinTechs oder Start-ups? ..............co ciiiiiiiinain ... 374
A. Corporate Venture Capital ........... ... . . ittt 375
B. Offentliche Investoren: Public Venture Capital . ........................... 375
C. Institutionelle Investoren: Venture Capital Fonds .. ........................ 375
D. Private INVESTOIEN . ... ..ottt ettt i i e 375
V. Strukturierung der Finanzierung .............. .. .. .0 i 376
A Einleitung . ... 376
B. Wandeldarlehen ....... ... ... .. .. . . 376
C. Kapitalerhdhung . ......... ... 378
1. Kapitalerhdhungsbeschluss . ............ ... ... ... ol 378
2. Ubernahme der neuen Anteile ............... ..., 379
D. Gesellschafterzuschuss mit Anteilserwerb . ........................... ... .. 380
VL Das Vertragswerk . . ... ... i 380
A. Vorvertragliche Vereinbarungen ........................................ 380
1. Die Vertraulichkeitsvereinbarung ..................................... 380
2. Letter of Intent und Memorandum of Understanding .................... 381
3. Der VOIVErtrag ... ..ottt e e 382
4. Die Punktation . ... 382
B. Der Beteiligungsvertrag . ........... ... . i 383
C. Die Gesellschaftervereinbarung . . .................... ... o ... 384
D. Der Gesellschaftsvertrag . .............oiiir i, 385
1. Mindestinhalt . ................... ... PO 385
2. Fakultativer Inhalt . ........ .. .. . ... 387
VIL. Grundloser Abbruch von Vertragsverhandlungen ............................. 388
VIIL Zusammenfassung . ....... ..o ittt 389

XX Zank! (Hrsg), Rechtshandbuch der Digitalisierung



Inhaltsverzeichnis

19. Kapitel Rechtliche Griindungserfahrungen mit Start-ups ........................ 391
L oEinleitung . ... oo 391
IL Vorder Grindung . ... e 392
A. Auswahl der passenden Rechtsform ................ ... .. ... . L 392

B. Auswahl der Struktur ... ... ... 393

C. Auswahl der Mitgesellschafter . ............ ... .. ... . ... . . 393

D. Patt-Situationen vermeiden .. ......... ... . . . i i 394

E. Businessplan ... ... e 394

F. Gewerberecht ... 394

IIL Grindung ... ... 394
A. Gesellschaftsvertrag ... ... .. 394

B. Geschiftsfuhrung ........ ... . i i e 395

C. Syndikatsvertrag . ... ... i 395

D. Stimmrechte & QUOTen . ... ...t e 396

E. Ausstiegszenario .............. ..ol P 396

F. Aufgriffsrechte ... 397

G. Tag Along - Mitverkaufsrecht . ........... ... ... o i 397

H. Drag Along — Mitverkaufspflicht .. ........ .. .. ... . .. .. .o L 397

I Kindigungsrecht . ... ... 398

IV. Unternehmensfihrung . . ........ ... i i 398
A. Non Disclosure Agreement (NDA) ....... .. ... i 398

B. Markenanmeldung . ......... .o 399
C.oPatente ... ..o e 400

D. Mitarbeiterbeteiligung . . ....... ... ... 400

E. Allgemeine Geschiftsbedingungen (AGB) ............. ... ... ..o 401

V. MItarbeiter . ... e 401
VI FINanziertung . .. ..ot ittt it ittt e iae e 402
VIL Anteilsverkauf . . ... .. 403
A. Teilverkauf mit Optionen ......... ... oo 403

B. Komplettverkauf ...... ... ... 403
VIII. Personliche Ex-post-Betrachtung ... i, 404
20. Kapitel Social Media .......... .. ... i 405
I. Rechtliche Grundlagen fiir Unternehmer auf Social Media . .................... 406
A. Einschlagige Rechtsnormen .......... ... ..o o i 406

L ABGB oo e 407

2. Grundrechte . ... .. 408

3. SOMStIZE o e 409

B. Informations- und Offenlegungspflichten .............. ... ... ... 0. 409

1. Umfang der Offenlegungspflicht . ............. ... ... ... il 409

2. Konsequenzen bei Verstofl ............ ... o i i 409

II. Shitstorms und negative Auflerungen ...............ocoiiiiiiiiiiii ., 410
A. Shitstorm - Begriffsdefinition .......... .. ... .o i 410

B. Anspruchsgrundlagen ........... ... e 410

1. Zivilrechtliche Tatbestdnde . ........ ... ..o 411

2. Wettbewerbsrechtliche Anspriiche .. .............. . ... ... oL 412

3. Medienrechtliche Anspriiche . .......... ... .. .o i 412

4. Strafrechtliche Anspricche . ........ ... .. . 413

C. Providerhaftung . .. ... .. o e 414

D. NEU: Hass-im-Netz-Gesetzespaket .. .......... ..o it 415

Lo KOPL-G oo 416

2. HINBG .o e 417

HI. Rechte Dritter beim Aufbau einer Social-Media-Seite . . ....................... 418

Zankl (Hrsg), Rechtshandbuch der Digitalisierung XXI



Inhaltsverzeichnis

A, Urheberrecht . .. ... .. . 419
B. Markenrecht ...... ... ... . 422
IV. Kennzeichnungspflichten bei Influencer-Marketing ................ ... ... ... 423
A. Influencer-Marketing - Definition ............. ... ..o L 423
B. Kennzeichnungspflicht ........ ... . ... . ... . 423
C. Artder Kennzeichnung .. ........ ... ... . i i 425
V. Bedeutung von Social-Media-Guidelines . ................... . ... . oo, 425
A. Wozu Social-Media-Guidelines? ............ ... .. ... il 425
B. Inhalt von Social-Media-Guidelines . ............ ... o i 426
V1. Datenschutzrechtliche Uberlegungen ............... ... ... o, 427
A. Die datenschutzrechtlichen Verantwortlichkeiten ................... ... ... 427
1. Definition des ,,Verantwortlichen® . ... ... ... ... ... ... oo oL 427
2. Unternehmen als eigenstindige Verantwortliche . ................... .. .. 428
3. Unternehmen als gemeinsame Verantwortliche ......................... 428
a) Facebook Fanpages ........... ... ... i il 428
b) Social Plugins .. .......o.uiuiiii i ceee. 429
B. Pflichten unter der DSGVO ... ..ot i 429
L ImUberblick . ...ooiiiit i e 429
2. Informationspflichten ............ ... . .. . i i 430
C. Die Betroffenenrechte ............. ... .. o i i e 431
D. Dateniibermittlungen in Drittlindern . .......... ... .. ... . ol 431
E. Nutzung von Personenbildnissen ................ ... ... ..o o oL 432
1. Recht ameigenen Bild .......... .. ... ... . o 433
2. Datenschutz .. ....oooie e e 433
21. Kapitel Online-Banking ............ ... ... .. ... . i, 436
L Allgemeines . ........oin i e 437
IL Gesetzliche Grundlagen .......... . ... .. i i 437
III. Vorvertragliche Informationspflichten und Vertragsabschluss .................. 438
A FernFInG ... oo 438
1. Anwendbarkeit beim Online-Banking ................................. 438
2. Informationspflichten ......... .. ... .. .. i i 438
3. Riacktrittsrecht ... . ... e 439
B.§§35und 37a BWG ..ot 440
1. Preisangaben auf der Internetseite . ........... ... oviuiiiiiii.n.... 440
2. Informationen zur Einlagensicherung . ................................ 440
C o ZaDiG 2018 ..o 441
1. Anforderungen an den Rahmenvertrag ................................ 441
2. Dauerhafter Datentrager, Mitteilung . ................................. 441
3. Mailbox des Online-Banking ........... ... ... ... L 442
4. Abschluss des Rahmenvertrags .. ............o.ooiiiiii i ... 443
a) Formfreiheit .. ... ... . 443
b) Identitatspritfung ............... i 443
c) Sicherstellung der Rechtsverbindlichkeit . ........................... 444
D. Verbraucherkreditgesetz-VKrG/Hypothekar- und Immobilienkreditgesetz-HIKrG 444
1. Vorvertragliche Information .. ..................... ... ... ... ... ... 444
2. Vertragsabschluss .. ... . ... ... . . . 445
E. Vorvertragliche Informationen und Vertragsabschluss im Wertpapiergeschift . . 445
IV. Bankgeheimnisentbindung ......... ... ... ... .. . 446
V. Erfillung von Informationsverpflichtungen im Online-Banking ................. 447
A. Diverse Regelungen in Materiengesetzen . ..................cccuuieonn.... 447
B. Allgemein geltende Grundsitze zur Mitteilung auf dauerhaftem Datentriger/On-
line-Banking-Mailbox ... ... ... .. . .. 447
XXH Zankl (Hrsg}, Rechtshandbuch der Digrtalisierung



Inhaltsverzeichnis

VL

VIL

Kundenauftrige, starke Kundenauthentifizierung . ......................... ...
A Allgemein .. ..o
B. Rechtslage nach dem ZaDiG 2018 ............. ... ... .ol
1. Autorisierung durchden Kunden ............ ... ... ... ... ... ...
2. Bestreitung durchden Kunden .................... ... ... ... e
3. Erstattungspflicht des Zahlungsdienstleisters . ...........................
4. Starke Kundenauthentifizierung . ........ ... .. ... ... . oL
Kontoinformation- und Zahlungsauslosedienstleister . ............. ... ... ...

22. Kapitel Judikatur - die drei wichtigsten Leading Cases .........................

I
1L

I

1v.

Einleitung ... ..o
OGH 4 Ob 74/19i und EuGH C-500/19 (Puls 4 TV vs YouTube) ...............
A Sachverhalt ...
B. Innerstaatliches Verfahren ........ ... ... ... i i
1. Unterinstanzliches Verfahren . ......... ... ... ... ... . . i
2. Vorabentscheidungsverfahren OGH ................. ... ..o el
C. Verfahren beim EuGH .. .. ... .. .. i i i
1. Vorgeschichte: Der Begriff der 6ffentlichen Wledergabe iSd Art 3 Info-RL .
2. Vorabentscheidungsersuchen BGH . ............ ... ... oo
3. Keine Haftung von YouTube fiir Urheberrechtsverletzungen seiner Nutzer . .
OGH 6 Ob 195/19y und EuGH C-18/18 (Glawischnig-Piesczek vs. Facebook) . . . .
A. Sachverhalt . ... o e
B. Innerstaatliches Verfahren . ............ ... o i i i i i
1. Unterinstanzliches Verfahren ........... ... .. ... ... L
2. Vorabentscheidungsverfahren OGH .................... ... ... L
C. Verfahren beim EuGH ... ...... ... .. .
D. Vorlaufiger Zwischenstand . ............ .. ... .o oo
Private Facebook-Gruppe doch offentlich? ...................... S
A.Sachverhalt . ... o
B. Unterinstanzliches Verfahren . ......... ... .. ... i i,
C. Verfahrenbeim OGH .......... ... o i e

23. Kapitel Kiinstliche Intelligenz . . ............... ... . ... ... il

L

L

Allgemein . ... ..o e
Al Begriff ...
B. Europdische Initiativen ....... ... .. ... i i i
Geltendes Recht . ....... . i e
A. Datenschutzrecht .......... ...
B. Haftungsrecht . ... ... .. . i e
1. Verschuldenshaftung . ......... ... .. oo

2. Gefahrdungshaftung ......... ... ... . i
a) Produkthaftungsgesetz . ......... ... ... .. . i i

b) EKHG ... o e e

c) Allgemeine Gefahrdungshaftung ................... ... . ... .l

C. Urheberrecht .. ...
1. Kl-generierte Schaffung urheberrechtlich relevanter Werke (,,Downstream®) . .

2. Verwendung urheberrechtlich geschiitzter Werke (,Upstream®) ...........

Stichwortverzeichnis . ... ... .. .. . . . i i i i e

Zankl (Hrsg), Rechtshandbuch der Digitalisierung

XXiil



