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In diesem Leitfaden konzentrieren wir uns ausschlieBlich auf die wesentli-
chen Schritte zur Ersteinrichtung von TrueNAS® und die Konfiguration von
spezifischen Freigaben und Benutzern. Wir erklaren die grundlegende In-
stallation, das Booten vom USB-Stick und das Einrichten einer einfachen,
funktionalen NAS-Umgebung.

Detaillierte Anpassungen und fortgeschrittene Features werden hier nicht
behandelt, um den Einstieg so einfach wie moglich zu gestalten und den
Anwender nicht zu stark zu verwirren.

Ziel ist es, Einsteigern zu ermoglichen, schnell einen funktionalen NAS-Ser-
ver zu erstellen, der mit grundlegenden SMB oder NFS Freigaben und Be-
nutzerrechten ausgestattet ist.
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Disclaimer / Haftungsausschluss

Die Informationen, die in diesem Dokument oder auf den in diesem Zusammenhang bereitgestellten
Seiten und Ressourcen enthalten sind, dienen ausschlieBlich zu allgemeinen Informationszwecken
und zur Anleitung der Einrichtung eines NAS-Servers. Sie sind als Hilfestellung fur die Nutzung von
TrueNAS und verwandten Technologien gedacht. Jegliche Nutzung dieser Informationen erfolgt auf
eigene Gefahr.

Datenverlust und Haftung: Der Autor und/oder Herausgeber dieses Materials (ibernehmen keine
Haftung fir direkte, indirekte, zufillige, spezielle oder Folgeschaden, die aus der Verwendung der
hier bereitgestellten Informationen entstehen kdnnten, einschlieRlich, aber nicht beschrankt auf Da-
tenverlust, Verlust von Geschéftseinnahmen oder andere finanzielle Schaden. Dies gilt insbesondere
fur Datenverlust wahrend der Einrichtung oder der Nutzung eines NAS-Servers, einschlieRlich der
Verwendung von TrueNAS®, RAID-Arrays, Festplattenkonfigurationen und der Fehlerbehebung.Es
wird ausdricklich darauf hingewiesen, dass es keine Garantie fiir die Unversehrtheit der Daten gibt,
die auf einem NAS-Server gespeichert sind. Die Verwendung von RAID-Technologien zur Sicherung
von Daten bietet keine vollstandige Sicherheit und kann in bestimmten Fallen (z. B. Hardwarefehler,
menschliche Fehler, Softwarefehler, Naturkatastrophen, etc.) zu Datenverlust fihren.

Datensicherung: Es wird dringend empfohlen, dass alle Benutzer regelmaRig Backups ihrer wichti-
gen Daten durchfiihren, bevor sie mit der Konfiguration von RAID-Arrays oder anderen Datenspei-
cherlésungen fortfahren. Der Autor Gbernimmt keine Verantwortung fuir den Verlust von Daten oder
die Unfdhigkeit, Daten nach einer RAID-Wiederherstellung oder nach einem Ausfall wiederherzustel-
len.

Korrektheit und Aktualitdt der Informationen: Trotz aller Bemihungen, die Informationen in diesem
Dokument korrekt und aktuell zu halten, kann keine Gewabhr fir die Vollstandigkeit, Richtigkeit oder
Aktualitit der bereitgestellten Daten ibernommen werden. Es kénnen jederzeit Anderungen oder
Aktualisierungen an den vorgestellten Technologien, Produkten oder Verfahren vorgenommen wer-
den. Der Autor Ubernimmt keine Verantwortung fir Druckfehler oder technische Fehler, die in die-
ser Anleitung enthalten sein kénnten.

Verwendung von Software und Hardware: Die Nutzung von Software- und Hardwarelosungen wie
TrueNAS®, RAID-Arrays, Festplatten und NAS-Systemen erfolgt gemaR den jeweiligen Lizenzverein-
barungen und Garantiebestimmungen des Herstellers. Der Autor kann keine Verantwortung fir et-
waige Fehler, Defekte oder Komplikationen Gibernehmen, die durch die Verwendung dieser Pro-
dukte entstehen.

Gesetzliche Bestimmungen: Dieser Haftungsausschluss ist gemaR den in Ihrem Land geltenden Ge-
setzen zu verstehen. In bestimmten Landern oder Regionen kénnen spezifische gesetzliche Bestim-
mungen die Haftung des Autors oder Herausgebers in Bezug auf Datenverlust oder andere Schaden
einschrénken oder ausschlieRen. Durch das Verwenden der in diesem Dokument beschriebenen In-
formationen und Verfahren erklaren Sie sich mit diesem Haftungsausschluss einverstanden und er-
kennen an, dass Sie die volle Verantwortung fir alle Risiken im Zusammenhang mit der Nutzung die-
ser Technologien Ubernehmen.

Ende des Haftungsausschlusses



Hinweis zur Wahrung von Schutzrechten

Alle in diesem Zusammenhang genannten Marken, Logos, Produktnamen und Firmennamen sind Ei-
gentum ihrer jeweiligen Inhaber. Die Verwendung von Markennamen oder geschiitzten Begriffen er-
folgt ausschlieflich zu Identifikationszwecken und stellt keine Verbindung oder Billigung durch die
jeweiligen Rechteinhaber dar.

Microsoft ©, Windows© sind eingetragene Marken der Microsoft Corporation.

Rufus ist eine Open-Source-Software, die unter der GNU General Public License (GPL) Version 3 lizen-
ziert ist. Das bedeutet: Rufus selbst unterliegt dem Urheberrecht (Copyright) des Entwicklers Pete
Batard und der Mitwirkenden.

TrueNAS®, TrueNAS® ist eine eingetragene Marke von iXsystems, Inc. Alle Rechte vorbehalten.
iXsystems® iXsystems® ist eine eingetragene Marke von iXsystems, Inc. Alle Rechte vorbehalten.
Seagate® IronWolf® Seagate® IronWolf® ist eine eingetragene Marke von Seagate Technology LLC.
Alle Rechte vorbehalten.

WD Red®, WD Red® ist eine eingetragene Marke von Western Digital Corporation. Alle Rechte vorbe-
halten.

Intel®, Intel® ist eine eingetragene Marke der Intel Corporation oder ihrer Tochtergesellschaften in
den USA und anderen Lédndern.

AMD Ryzen®, AMD Ryzen® ist eine eingetragene Marke von Advanced Micro Devices, Inc. Alle Rechte
vorbehalten.

Xeon®, Xeon® ist eine eingetragene Marke von Intel Corporation oder ihrer Tochtergesellschaften
USB®, ,,USB?® ist eine eingetragene Marke von USB Implementers Forum, Inc

Alle genannten Marken, Logos und Produktnamen sind Eigentum der jeweiligen Rechteinhaber. Die
Verwendung erfolgt ausschlieRlich zu Identifikationszwecken und stellt keine Verbindung oder Billi-
gung durch die Rechteinhaber dar. Sollte unbeabsichtigt ein Schutzrecht verletzt werden, bitten wir
um eine entsprechende Mitteilung, damit eine schnelle und einvernehmliche Losung gefunden wer-
den kann.

Mit dem Lesen dieses Buches akzeptiert der Leser, dass er die hier dargelegten Haftungsausschliisse
und Nutzungsbedingungen verstanden und anerkannt hat. Jegliche rechtlichen Anspriiche, die sich
aus der Nutzung dieses Buches ergeben, unterliegen den Gesetzen der Bundesrepublik Deutschland,
unter Ausschluss des UN-Kaufrechts. Gerichtsstand ist, soweit gesetzlich zulassig, der Sitz des Au-
thors.

Hinweis: Eine Erklarung verwendeter Fachbegriffe im Text finden Sie am
Ende des Ratgebers.
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Vorwort

In der heutigen digitalen Welt wachst der Bedarf an sicheren und
flexiblen Speicherlosungen stetig. Die Speicherung von Daten auf
einem zentralen Server, der von verschiedenen Geraten im Netz-
werk genutzt werden kann, ist eine perfekte Losung fiir viele pri-
vate und berufliche Anwendungen. Aber nicht jeder muss dafiir
teure kommerzielle Gerate oder Cloud-Dienste nutzen. Was viele
nicht wissen: Mit etwas Zeit und der richtigen Anleitung ldsst sich
aus alter Hardware ein leistungsstarker NAS-Server (Network Atta-
ched Storage) aufbauen, der genau diese Anforderungen erfullt.

In diesem Buch mdchten wir Ihnen zeigen, wie Sie auf einfache
Weise |hren eigenen NAS-Server mit TrueNAS einrichten — und das
sogar mit Hardware, die Sie vielleicht bereits besitzen. Keine Sorge,
Sie missen kein Technik-Experte sein! Schritt fiir Schritt fihren wir
Sie durch den gesamten Prozess, angefangen bei der Auswahl der
Hardware bis hin zur Konfiguration und Nutzung Ihres neuen Ser-
vers. Sie lernen, wie Sie Speicherpools erstellen, Freigaben konfigu-
rieren und den Server fiir Windows, macOS und Linux zuganglich
machen.

Mit TruNAS® als hilfreichem Tool und einer klaren Anleitung wer-
den Sie in der Lage sein, einen leistungsfahigen NAS-Server zu er-
stellen, der lhnen viel Flexibilitat und Sicherheit fir Ihre Daten bie-
tet —und das alles zu geringen Kosten, womadglich ganz ohne zu-
satzliche Kosten.

Viel Spal8 beim Entdecken und Umsetzen!






Was ist ein NAS-Server und wozu wird er verwendet?

Ein NAS-Server (Network Attached Storage) ist ein netzwerkgebundener
Speicher, der es ermdglicht, Dateien zentral zu speichern und von ver-
schiedenen Geraten aus darauf zuzugreifen. Im Gegensatz zu einer exter-
nen Festplatte ist ein NAS eigenstdndig und kann rund um die Uhr im
Netzwerk erreichbar sein. Dadurch eignet es sich ideal zur Datensiche-
rung, Medienverwaltung, Dateifreigabe und Remote-Zugriff.

Ein NAS kann sowohl im privaten Bereich als auch in Unternehmen ge-
nutzt werden. Zu Hause dient es oft als zentrale Medienbibliothek, um
Fotos, Videos und Musik fir Smart-TVs, PCs oder Mobilgerate bereitzu-
stellen. Auch automatische Backups von Computern und Smartphones
lassen sich einfach einrichten. In Unternehmen wird ein NAS haufig als
Dateiserver verwendet, auf dem Mitarbeiter gemeinsam auf Dokumente
zugreifen kdnnen.

Moderne NAS-Systeme bieten zusatzliche Funktionen wie Cloud-Synchro-
nisation, Virtualisierung, Kameraspeicher fiir Uberwachungssysteme und
Docker-Container fiir spezielle Anwendungen. Je nach Konfiguration kann
ein NAS mit RAID-Technologie ausgestattet werden, um Datensicherheit
durch Spiegelung oder Paritat zu gewahrleisten.

Durch den einfachen Zugriff iber Windows, macQOS, Linux, Smartphones
und Tablets ist ein NAS eine leistungsstarke, flexible Lésung fiir jeden, der
sichere, zentrale Datenspeicherung bendtigt.



Erforderliche Hardware fiir einen TrueNAS®-Server:
Mindestanforderungen und Empfehlungen

Fiir den Einsteiger reicht oft ein System mit einem Dual-Core-Prozessor, 8
GB RAM und 1-2 Festplatten aus. Ich habe es auch schon mit 4GB RAM,
einer 1,4GHz CORE DUAL CPU und einer internen 120 GB SSD 2,5“ und ei-
ner externen 500GB 2,5“ USB Festplatte probiert, funktioniert ausreichend
gut flr ein privates NAS, soll heiRen, (8GB, RAID nicht zwingend erforder-
lich.

Mochten Sie jedoch ein leistungsstarkeres Setup flr Unternehmen oder
grolRe Datenmengen aufbauen, sollten Sie in einen starken Prozessor, min-
destens 16 GB RAM und mehrere Festplatten investieren. Ein NAS mit Tru-
eNAS bietet Ihnen nicht nur hohe Flexibilitdt und Datensicherheit, sondern
auch eine zukunftssichere Losung fiir lhre Speicherbediirfnisse.

Die erforderliche Hardware fiir einen TrueNAS-Server hangt also von der
Art der Nutzung und den spezifischen Anforderungen ab. TrueNAS CORE
und TrueNAS SCALE kdnnen auf unterschiedlichen Hardware-Konfiguratio-
nen ausgefiihrt werden, aber es gibt einige Mindestanforderungen sowie
empfohlene Spezifikationen fiir eine bessere Leistung und Stabilitat. Hier
sind die Details

Die Hardwareanforderungen fiir einen TrueNAS®-Server (eingetragene
Marke von iXsystems, Inc.) variieren je nach Einsatzszenario. TrueNAS®
CORE und TrueNAS® SCALE sind skalierbare Losungen, die auf einer brei-
ten Palette von Hardware konzipiert sind. Im Folgenden finden Sie die
Mindestanforderungen sowie die empfohlenen Hardwarekomponenten
fiir eine optimale Leistung und langfristige Stabilitat.



Mindestanforderungen fiir TrueNAS®:

Prozessor (CPU):

Mindestens:
64-Bit-kompatibler Prozessor
1,4 GHz Dual-Core CPU
Empfohlen:
Quad-Core oder besser (z. B. Intel i5, i7 oder AMD Ryzen)
Intel Xeon oder AMD EPYC fiir hdhere Anforderungen.

Arbeitsspeicher (RAM):

Mindestens:
8 GB DDR4 RAM

Empfohlen:
16 GB oder mehr (besonders bei ZFS-Pools oder Virtualisierung)
32 GB oder mehr fir anspruchsvollere Setups.

Speicher:

Mindestens:
1 Festplatte fiir das Betriebssystem (SSD empfohlen)
1-2 Festplatten fiir Daten (ab 1 TB oder mehr pro Festplatte)
USB-Stick oder SSD (mindestens 8 GB) fiir das Betriebssystem.
Empfohlen:
2 oder mehr Festplatten im RAID-1 oder RAID-Z (ZFS) fiir erh6hte
Datensicherheit.
SSD fiir das Betriebssystem, HDDs fiir die Datenspeicherung (ab 1 TB
je nach Bedarf).



Netzwerk:

Mindestens:
100 Mbit/s Ethernet

Empfohlen:
2 x 1 Gbit/s oder 10 Gbit/s Ethernet bei groReren Datenmengen oder
vielen Nutzern.

Sonstiges:

USB-Stick oder SSD fiir das Betriebssystem (mindestens 8 GB)
Motherboard mit SATA-Ports oder SAS-Controller fur Festplattenanschluss.

Empfohlene Hardware fiir h6here Leistung und groRere Setups

Prozessor (CPU):

Empfohlen:

Intel Xeon oder AMD Ryzen Threadripper Mehrkernprozessoren
(mindestens 8 Kerne) fiir Virtualisierungen, groBere Datenmengen und
komplexere Anwendungen.

Arbeitsspeicher (RAM):

Empfohlen:

32 GB oder mehr (insbesondere bei ZFS und groRen Datensatzen oder
VMs). Bei ZFS sollte mindestens 1 GB RAM pro 1 TB Speicherplatz
eingeplant werden.



Festplatten:

Empfohlen:

SSD fiir das Betriebssystem (mindestens 120 GB oder mehr) HDDs oder
NAS-optimierte Festplatten (z. B. Seagate IronWolf oder WD Red) im RAID-
Z2 oder RAID-Z3 fiir zusatzliche Datensicherheit und Performance. SAS-
Controller oder RAID-Karten fiir grofSere Setups.

Netzwerk:

Empfohlen:
10 Gbit/s Ethernet fiir h6here Datenraten und komplexe Anwendungen.

Stromversorgung:

Empfohlen:

Qualitativ hochwertiges Netzteil (80+ Gold Zertifizierung) USV
(unterbrechungsfreie Stromversorgung) zur Absicherung bei
Stromausfallen.

Zusatzliche Empfehlungen fiir optimierte NAS-Umgebungen:

Hardware RAID-Controller: Fir leistungsstarkere Setups empfiehlt sich der
Einsatz eines Hardware-RAID-Controllers mit Cache, der die Performance
des ZFS-Systems weiter steigert.

Liiftung und Kiihlung: Gute Kiihlung und Luftzirkulation sind entscheidend,
um Uberhitzung und VerschleiR der Komponenten zu vermeiden.
Backup-Strategie: Ein gutes NAS-System erfordert eine solide Backup-
Losung. Nutzen Sie zusatzliche Festplatten oder Cloud-Speicher, um lhre
Daten abzusichern.
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Vorbereitung

Das TrueNAS CORE ®-ISO-Image ist nicht direkt bootfahig, wenn du es auf
einen USB-Stick schreibst. Stattdessen musst du es auf einen bootfahigen
Installer-USB-Stick tbertragen. Hier ist, was du vorbereiten solltest:

Richtiges ISO-Image herunterladen

Du kannst TrueNAS CORE® von der offiziellen Seite herunterladen:

https://www.truenas.com/download-truenas-core/

Lade das ISO-Image herunter (z. B. "'TrueNAS-CORE-13.0.is0°).

Diese Datei ist fur die Installation gedacht, nicht fiir den direkten Boot von
USB, deshalb:

Jetzt einem bootfahigen USB-Stick erstellen

Da das TrueNAS-ISO, wie bereits gesagt, nicht direkt von einem USB-Stick
bootet, musst du mit einem Tool einen installierbaren USB-Stick daraus
mit "Rufus" unter Windows erstellen

USB-Stick einstecken (mind. 8 GB)

Rufus starten
und folgende Einstellungen wahlen:
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Laufwerkseigenschaften

Laufwerk

| NO_LABEL (Disk 6) [64 GE] - &
Startart

TrueNAS-13.0-U6.7iso .\ - © [ avswanL |
Partitionsschema l‘% Zielsystem

GPT UEFI (chne CSM)

Erweiterte Laufwerkseigenschaften ausblenden
[7] USB-Festplatten anzeigen
Fix far dltere BIOSe verwenden (zusdtzliche Partition usw.)

Rufus-MBR mit BIOS-ID benutzen 080 (Standard)

Formatierungseinstellungen

Laufwerksbezeichnung

64 GB

Dateisystem GriBe der Zuordnungseinheit
Large FAT32 (Standard) 32 Kilobyte (Standard)

Erweiterte Formatierungsoptionen ausblenden
Schnelformatierung

Erweiterte Bezeichnung und Symbole erstellen

[C] Auf defekte Blocke prifen 1 Durchgang -
Status

FERTIG
® © = START | | SCHLIESSEN

Verwende Abbild: TrueMAS5-13.0-U6.7.iso

Gerat: Dein USB-Stick

Um das TrueNAS® ISO-Image auf einem USB-Stick bootfahig zu
machen, kannst du das Tool Rufus verwenden. Hier ist eine Schritt-
flr-Schritt-Anleitung:
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