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1. EINLEITUNG

Ab dem 25. 5. 2018 gilt in Osterreich ein neues Datenschutzrecht; die sogenannte Da-
tenschutz-Grundverordnung (DS-GVO) der Europaischen Union.' Das derzeit geltende
Datenschutzgesetz 20002 wurde entsprechend angepasst; diese Anpassungen? treten
am selben Tag in Kraft.

Dieser Band der RFG Schriftenreihe soll dsterreichischen Gemeinden und ihren Orga-
nen als Einfihrung in das neue Datenschutzrecht dienen. In der Einflhrung werden die
aus Gemeindesicht wesentlichsten Bestimmungen der DS-GVO (unter Berlcksichtigung
des Datenschutz-Anpassungsgesetzes 2018) erlautert und wird anhand von Beispielen
aus der Praxis der richtige Umgang mit personenbezogenen Daten aufgezeigt. Zuséatz-
lich enthélt die Einflihrung praktische Tipps und Muster zur Umsetzung der Neuerungen,
die die DS-GVO fur Gemeinden mit sich bringt.

1.1 Leitprinzip: Verbot mit Erlaubnisvorbehalt

Beim Thema Datenschutz ist es wichtig, sich Folgendes vor Augen zu flhren: Daten-
schutz ist ein Grundrecht. Jede Verarbeitung von personenbezogenen Daten ist grund-
satzlich verboten, es sei denn das Gesetz erlaubt sie ausnahmsweise.

1.2 Wichtige Begriffe

Zum besseren Versténdnis dieser Einfuhrung folgt zunéchst eine Erlauterung der wich-
tigsten DS-GVO Begriffe:

1.2.1 Personenbezogene Daten

Als ,,personenbezogene Daten“* bezeichnet man alle Informationen, die sich auf eine
identifizierte oder identifizierbare natlrliche Person beziehen. Eine Person ist identifiziert,
wenn sie sich aufgrund einzelner oder mehrerer Daten in einer Personengruppe von al-
len anderen Personen unterscheidet und daher eindeutig bestimmt ist (zB Name, Adres-
se, Geburtsdatum). Eine Person ist identifizierbar, wenn es grundséatzlich méglich ist, die
Person zu bestimmen, auch wenn dies (noch) nicht geschehen ist (zB Steuernummer,
bereichsspezifisches Personenkennzeichen (bPK), Sozialversicherungsnummer).

* Die Autoren méchten an dieser Stelle Herrn Heinrich Stubenberg fiir seine Hilfe und sein Engagement bei der Schaf-
fung dieses Bandes der RFG Schriftenreihe danken.

1 VO (EU) 2016/679 des Europaischen Parlaments und des Rates v 27. 4. 2016 zum Schutz natirlicher Personen bei
der Verarbeitung personenbezogener Daten, zum freien Datenverkehr und zur Aufhebung der RL 95/46/EG, ABI L
2016/119, 1.

2 Bundesgesetz lber den Schutz personenbezogener Daten (Datenschutzgesetz 2000) BGBI | 1999/165 idgF.

3 Bundesgesetz, mit dem das Datenschutzgesetz 2000 geéndert wird (Datenschutz-Anpassungsgesetz 2018) BGBI |
2017/120.

4 Art4Z1DS-GVO.
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Unter den personenbezogenen Daten gibt es auch ,,besondere Kategorien von Daten*
(,,sensible Daten®).5 Das sind Daten, aus denen die rassische und ethnische Herkunft,
politische Meinungen, religiése oder weltanschauliche Uberzeugungen oder die Gewerk-
schaftszugehdrigkeit hervorgehen, weiters genetische Daten, biometrische Daten, Ge-
sundheitsdaten,® Daten zum Sexualleben oder der sexuellen Orientierung.

Auch ,,pseudonymisierte Daten“” sind personenbezogene Daten. Personenbezogene
Daten sind pseudonymisiert, wenn sie zwar grundsatzlich noch einer bestimmten Person
zuordenbar sind, aber diese Zuordnung nur mit zuséatzlichen Informationen maéglich ist,
die gesondert aufbewahrt werden und ausreichende technische und organisatorische
MaBnahmen getroffen wurden, damit diese Zuordnung nicht erfolgt. Personenbezogene
Daten von Personen, fir die statt ihres Namens zB ein bereichsspezifisches Personen-
kennzeichen (bPK) verwendet wird, sind pseudonymisiert.

Nur ,,anonyme Daten“ sind keine personenbezogenen Daten und fallen daher nicht un-
ter die DS-GVO. Daten sind anonym, wenn sie von niemandem mehr einer natirlichen
Person zugeordnet werden kénnen. Dies liegt schon dann vor, wenn die Zuordnung zwar
technisch noch mdglich, aber — insb in Anbetracht des bendtigten Zeit- und Kostenauf-
wands — mit einer Zuordnung realistischerweise nicht zu rechnen ist.8

1.2.2 Betroffene Person

Als ,,betroffene Person‘“® bezeichnet man jene natirliche Person, auf die sich die per-
sonenbezogenen Daten beziehen (zB Gemeindeburger, Gemeindebedienstete'?, Asyl-
suchende, Touristen). Juristische Personen (zB GmbH, AG) sind keine betroffenen Per-
sonen und werden nach der DS-GVO nicht geschitzt.

Praxistipp: Im Zuge des Datenschutz-Anpassungsgesetzes 2018 wurde der in
Verfassungsrang stehende § 1 DSG 2000, der das Grundrecht auf Daten-
schutz auch juristischen Personen einrdumt, nicht novelliert. Das bedeutet,
dass in Osterreich auch juristische Personen weiterhin geschiitzt bleiben
werden."" Zudem darf nicht vergessen werden, dass die in der Verfassung

5 Art9 Abs 1 DS-GVO.

6 Art4Z13-15DS-GVO.

7 ErwGr 26 DS-GVO.

8 ErwGr 26 DS-GVO.

9 Art4Z1DS-GVO.

10 Fir Zwecke dieses RFG Bandes wird ,Gemeindebedienstete” als Oberbegriff fiir Gemeinde-Vertragsbedienstete und
Gemeinde-Beamte verwendet. Wenn lediglich der Oberbegriff verwendet wird, beziehen sich die Ausfiihrungen auf
beide Gruppen.

1 Es besteht Uneinigkeit dartiber, ob der Gsterreichische Gesetzgeber befugt ist, den Schutz fir juristische Personen
beizubehalten. Zudem ist es in Anbetracht des gednderten Titels des DSG idF des Datenschutz-Anpassungsge-
setzes 2018 (,Bundesgesetz zum Schutz natiirlicher Personen bei der Verarbeitung personenbezogener Daten”)
fraglich, ob der Schutz fir juristische Personen absichtlich beibehalten wurde oder die entsprechende Anderung der
Verfassungsbestimmung nur aufgrund der den Regierungsparteien mangelnden 2/3-Mehrheit im Parlament nicht in
Angriff genommen wurde.
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verankerte Pflicht zur Amtsverschwiegenheit'2 auch in Bezug auf juristische
Personen gilt.

1.2.3 Verarbeitung

Der Begriff der ,,Verarbeitung“? erfasst jeden Vorgang, der mit personenbezogenen
Daten durchgefiihrt werden kann. Darunter fallen zB das Erheben, Erfassen, Ordnen
Speichern, Anpassen, Verdndern, Abfragen, Verwenden, Ubermitteln, Abgleichen und
Verknlpfen von personenbezogenen Daten.

1.2.4 Verantwortlicher

Als ,,Verantwortlichen“'4 bezeichnet man jene natirliche oder juristische Person, die —
allein oder gemeinsam mit anderen (,,gemeinsam Verantwortliche)'s — darlber ent-
scheidet, ob, wie und fur welchen Zweck bestimmte personenbezogene Daten verarbei-
tet werden.

Es gibt sowohl Verantwortliche des privaten Bereichs als auch jene des 6ffentlichen Be-
reichs. Wenn Gemeinden entscheiden, ob, wie und fir welchen Zweck personenbezo-
gene Daten verarbeitet werden, sind sie Verantwortliche des 6ffentlichen Bereichs.¢

1.2.5 Auftragsverarbeiter

Ein ,,Auftragsverarbeiter“'” ist jene natirliche oder juristische Person, die personenbe-
zogene Daten im Auftrag des Verantwortlichen verarbeitet. Der Auftragsverarbeiter ent-
scheidet dabei nicht selbst, sondern muss den Weisungen des Verantwortlichen folgen.
Der Verantwortliche und der Auftragsverarbeiter schlieBen diesbezuglich einen Vertrag
ab.

2 Art 20 B-VG idgF.

8 Art4Z 2 DS-GVO.

4 Art4Z7 DS-GVO.

15 Art 26 DS-GVO.

16§ 26 DSG idF des Datenschutz-Anpassungsgesetzes 2018. Vgl AB 1761 BIgNR 25. GP 15.
17 Art 4 Z 8 DS-GVO.
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2. ANWENDUNGSBEREICH

Die DS-GVO gilt sowohl fir automatisierte Verarbeitungen (d.h. Verarbeitungen unter
Einsatz von Maschinen wie zB Computern) als auch fir gewisse manuelle Verarbeitun-
gen personenbezogener Daten.8

Manuelle Verarbeitungen fallen nur dann unter die DS-GVO, wenn die personenbezoge-
nen Daten in einem ,,Dateisystem* gespeichert sind bzw gespeichert werden sollen. Ein
Dateisystem ist eine strukturierte Datensammlung, die nach bestimmten Kriterien geord-
net und durchsuchbar ist (zB ,Gemeindebirger unter 18 Jahren®, ,nur Gemeindeblrge-
rinnen, ,Gemeindeblrger in Ortschaft x*). Papierakten, die nicht elektronisch gespei-
chert sind und nicht so sortiert sind, dass man sie nach einzelnen Suchkriterien auswer-
ten kann, fallen nicht unter die DS-GVO.1®

Eine alphabetische Kontaktliste in Papierform mit Name, Telefonnummer und E-Mail-
Adresse waére beispielsweise ein ,Dateisystem, da die Kontaktliste im obigen Sinne
durchsuchbar ist. Ein in Papierform gefuhrter Personalakt oder Verwaltungsakt wird hin-
gegen idR kein ,Dateisystem” sein, da er zwar in der Regel nach einem Suchbegriff (zB
Name, Geschéftszahl) geordnet aufbewahrt wird, der einzelne Akt selbst hingegen idR
keinen geordneten (dh nach bestimmten Kriterien durchsuchbaren) Inhalt hat.

Beispiel aus der Praxis: Eine Mitarbeiterin der Stadt Wien gab an, dass ein
Dienstvorfall kausal fir ihre vorliegenden psychischen Beeintrdchtigungen
gewesen sei. Der Magistrat der Stadt Wien beauftragte flir dienstrechtliche
Zwecke (ua Dienstfédhigkeit) einen Sachverstdandigen mit der Erstellung eines
Gutachtens (ber die Ursachen der Erkrankung der Mitarbeiterin. Dieses Gut-
achten enthielt die Schlussfolgerung, dass ihre Erkrankung keine Folge des
Dienstvorfalls war. Dieses Gutachten lag der Stadt Wien nur in Papierform vor
und wurde vom Magistrat zum Akt genommen. Die Mitarbeiterin richtete ein
Léschungsbegehren an den Magistrat wegen Mangelhaftigkeit des Gutach-
tens. Nachdem ihrem Léschungsbegehren nicht entsprochen wurde, erhob
die Mitarbeiterin eine Beschwerde bei der Datenschutzkommission (jetzt: Da-
tenschutzbehdrde). Diese wies die Beschwerde ab. Wieso?

Die Datenschutzkommission stufte weder das Gutachten als solches noch
den Akt, in den das Gutachten eingeordnet wurde, als ,Dateisystem* (nach
der Terminologie des DSG 2000: als ,manuelle Datei*) ein. Daher konnte we-
der das Gutachten noch der Akt Gegenstand eines Begehrens auf Léschung
(oder Berichtigung) sein — die Stadt Wien musste dem Léschungsbegehren
nicht entsprechen.

18 Art 2 Abs 1 DS-GVO.
19 ErwGr 15.
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Verarbeitungen zum Zwecke der VerhlUtung, Ermittlung, Aufdeckung oder Verfolgung
von Straftaten oder der Strafvollstreckung, einschlieBlich des Schutzes vor und der Ab-
wehr von Gefahren fur die 6ffentliche Sicherheit, fallen ebenfalls nicht unter die DS-
GVO.2

20 |n diesem Bereich kommt die Richtlinie (EU) 2016/680 des Europaischen Parlaments und des Rates vom 27. April
2016 zum Schutz natirlicher Personen bei der Verarbeitung personenbezogener Daten durch die zustédndigen Be-
hérden zum Zwecke der VerhlUtung, Ermittlung, Aufdeckung oder Verfolgung von Straftaten oder der Strafvollstrek-
kung sowie zum freien Datenverkehr und zur Aufhebung des Rahmenbeschlusses 2008/977/JI des Rates zur An-
wendung. Diese Richtlinie wurde in Osterreich mit dem Datenschutz-Anpassungsgesetz umgesetzt (siehe insb das
dritte Hauptstiick des DSG idF des Datenschutz-Anpassungsgesetzes 2018). Dieser Bereich wird in der gegensténd-
lichen Einfuhrung nicht behandelt.
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3. ZULASSIGKEITSVORAUSSETZUNGEN FUR
DIE VERARBEITUNG PERSONENBEZOGENER DATEN

Personenbezogene Daten durfen nur dann verarbeitet werden, wenn bestimmte
,arundséatze“ eingehalten werden und die Verarbeitung ,rechtmaBig“ erfolgt (dh ein
passender ,,Erlaubnistatbestand” vorliegt).

3.1 Grundsatze fir die Verarbeitung personenbezogener Daten

Die DS-GVO stellt Grundséatze auf, die bei jeder Verarbeitung von personenbezogenen
Daten einzuhalten sind. Der Verantwortliche ist flr die Einhaltung dieser Grundsatze ve-
rantwortlich.2!

Diese Grundsatze werden in der Folge kurz erértert:

3.1.1 RechtmaBigkeit

Dieser Grundsatz bringt das Leitprinzip vom Verbot mit Erlaubnisvorbehalt zum Aus-
druck: Jede Verarbeitung muss auf einer Rechtsgrundlage — also einem Erlaubnistatbe-
stand — beruhen; siehe dazu ausfuhrlich 3.2.

3.1.2 Verarbeitung nach Treu und Glauben

Jede Verarbeitung muss fair erfolgen und sich im Rahmen der verninftigen Erwartungen
der betroffenen Person bewegen. Dieser Grundsatz hdngt mit anderen Grundsatzen eng
zusammen (zB Zweckbindung, Datenminimierung). Aus diesem Grundsatz kann sich er-
geben, dass eine auf den ersten Blick an sich zuldssige Verarbeitung bei einer Gesamt-
betrachtung nach Treu und Glauben unfair und daher unzuléssig ist.

Beispiel aus der Praxis: Der Blrgermeister einer Gemeinde wurde von einem
Gemeindeblirger bei der Staatsanwaltschaft wegen fahrldssiger Gemeinge-
fdhrdung angezeigt. Der Gemeindebdirger sah in der vom Blirgermeister ver-
anlassten baulichen Gestaltung des Hauptplatzes eine Gefdhrdung von Fuf3-
gédngern. Die Staatsanwaltschaft stellte das Verfahren gegen den Biirgermei-
ster ein. Der Blrgermeister schilderte diesen Vorfall (Strafanzeige, Einstel-
lung des Verfahrens) im Vorwort des amtlichen Mitteilungsblatts der Gemein-
de unter Nennung des Namens und der Adresse des Gemeindebdirgers, wor-
aufhin der Gemeindeblirger Beschwerde bei der Datenschutzkommission
(jetzt: Datenschutzbehérde) wegen Verletzung des Rechts auf Geheimhal-
tung erhob. Die Datenschutzkommission gab der Beschwerde statt. Wieso?

21 Art 5 Abs 1 und 2 DS-GVO.

10 Schriftenreihe Recht und Finanzierungspraxis der Gemeinden [RFG]

9783214086466

"Datenschutz neu" fir Gemeinden
Ferdinand Graf, Marija Krizanac Jetzt besteller
MANZ Verlag Wien


https://shop.manz.at/shop/products/9783214086466

9783214086466

3.1 Grundsatze fiir die Verarbeitung personenbezogener Daten |

Die Gemeindedffentlichkeit hat laut Gemeindeordnung das Recht, (ber die
laufende Tétigkeit des Blrgermeisters — sohin auch (ber Umsténde, die des-
sen ordnungsgeméBe Tétigkeit in Zweifel ziehen kénnen — informiert zu wer-
den. Es ist auch an sich nicht verboten, den Namen und die Adresse eines
Gemeindeblirgers im amtlichen Mitteilungsblatt zu nennen, zumal diese Da-
ten des Gemeindeblirgers auch im Telefonbuch zu finden sind. Aus Sicht der
Datenschutzkommission bestand aber keine Notwendigkeit zur Nennung des
Namens und der Adresse, da dies keine erkennbaren zusé&tzlichen Erkennt-
nisse fir die Gemeindedffentlichkeit lieferte. Aus diesem Grund entschied die
Datenschutzkommission, dass die Nennung des Namens und der Adresse
rechtlich unzulédssig war.2?

3.1.3 Transparenz

Jede Verarbeitung muss fur die betroffene Person nachvollziehbar sein. Bei der Erfullung
dieses Grundsatzes kommt es vor allem darauf an, die betroffene Person Uber die Ver-
arbeitung zu informieren (Informationsrechte), aber auch, den sonstigen Rechten der be-
troffenen Person nachzukommen (zB Recht auf Auskunft, Berichtigung, Léschung). Sie-
he dazu ausfuhrlich 4.2.

3.1.4 Zweckbindung

Jede Verarbeitung bedarf eines im Vorhinein festgelegten, eindeutigen und legitimen
Zwecks. Dieser Zweck ist (insb im Verzeichnis von Verarbeitungstéatigkeiten2? und in der
Datenschutzerklarung?4) genau zu umschreiben; die Angabe eines allgemeinen unge-
nauen Schlagworts reicht nicht aus.

23
24
25

Praxistipp: In der Standard- und Muster-Verordnung?® finden sich bereits Be-

schreibungen der wichtigsten Verarbeitungszwecke einer Gemeinde (zB
SA004 Abgabenverwaltung der Gemeinden und Gemeindeverbdnde, SA008
Personenstandsbiicher, SA015 Personalverwaltung der Lédnder, Gemeinden
und Gemeindeverbédnde). Es ist empfehlenswert, sich auch kinftig an diesen
Zweckbeschreibungen zu orientieren.

Die Zweckbeschreibung der SA004 Abgabenverwaltung der Gemeinden und
Gemeindeverbédnde lautet beispielsweise wie folgt:

,Vorschreibung, Einhebung und Abrechnung von 6&ffentlich-rechtlich geregel-
ten Abgaben und Geblhren durch die Gemeinden und Gemeindeverbénde,

DSK 19. 3. 2010, K121.570/0008-DSK/2010.
Siehe Pkt 4.1.1.
Siehe Pkt 4.2.1.

Verordnung des Bundeskanzlers Uber Standard- und Musteranwendungen nach dem Datenschutzgesetz 2000

(Standard- und Muster-Verordnung 2004 — StMV 2004) BGBI Il 2004/312 idgF; dazu mehr unter Pkt 4.1.1.
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einschlieBlich automationsuntersttitzt erstellter und archivierter Textdokumen-
te (wie z. B. Korrespondenz) in diesen Angelegenheiten.

Eine (Weiter-)Verwendung personenbezogener Daten zu anderen Zwecken ist in einge-
schranktem Maf3 mdglich. Hierzu braucht man entweder die Einwilligung der betroffenen
Person oder aber einen neuen Zweck, der mit dem urspriinglichen vereinbar ist.26 Solch
eine Vereinbarkeit liegt, vereinfacht gesprochen, dann vor, wenn die betroffene Person
damit rechnen konnte, dass ihre personenbezogenen Daten auch zu diesem neuen
Zweck verarbeitet werden. Brauchte sie nicht damit zu rechnen, ist eine Weiterverwen-
dung zu diesem neuen Zweck idR unzulassig.

Praxistipp: Fiir die Frage, wann ein neuer anderer Zweck mit dem ursprtinglichen
Zweck vereinbar ist, kann man sich an den Beispielen, die in den Leitlinien
der Artikel-29-Datenschutzgruppe?” zum Thema Zweckbindung enthalten
sind, orientieren.28

3.1.5 Datenminimierung

Jede Verarbeitung ist — in Anbetracht des jeweiligen Verarbeitungszwecks — auf das un-
bedingt erforderliche Mal3 zu beschranken. Personenbezogene Daten, die fur die
Zweckerreichung nicht unbedingt erforderlich sind, dirfen nicht verarbeitet werden.

Beispiel aus der Praxis: Im Rahmen eines Leistungsverfahrens nach dem Wie-
ner Sozialhilfegesetz im Jahr 2004 fragte der Magistrat der Stadt Wien Daten
zum Wohnsitz einer Sozialhilfe beantragenden Person bis in das Jahr 1976
ab. Grundsétzlich besteht eine gesetzliche Erméchtigung zur Abfrage der
Meldedaten aus dem Melderegister. Dennoch entschied die Datenschutz-
kommission (jetzt: Datenschutzbehdérde), dass dieses Vorgehen das Recht
der betroffenen Person auf Geheimhaltung verletzte. Wieso?

Fir Zwecke des Leistungsverfahrens bestand keine Notwendigkeit alle Mel-
dedaten bis in das Jahr 1976 abzufragen. Eine einfache Abfrage betreffend
den aktuellen Hauptwohnsitz wére ausreichend gewesen; die (berschiel3en-
de Ermittlung war daher unzuldssig.”

26 Art 6 Abs 4 DS-GVO.

27 Kunftig: Europaischer Datenschutzausschuss; Art 68 ff DS-GVO.

28 Qpinion 03/2013 on purpose limitation v 2. 4. 2013, 569/13/EN (WP 203).
29 DSK 7. 6. 2005, K121.006/0007-DSK/2005.
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3.1.6 Richtigkeit

Es sollen nur sachlich richtige personenbezogene Daten verarbeitet werden; unrichtige
personenbezogene Daten sind unverzuglich zu |Idschen bzw zu berichtigen. Hierbei soll-
te auf technische und organisatorische MaBnahmen3® gesetzt werden, die eine effektive
Datenpflege ermdglichen bzw dafiir sorgen, dass alle verarbeiteten personenbezogenen
Daten immer ,up to date” sind.

3.1.7 Speicherbegrenzung

Personenbezogene Daten durfen nicht langer als fur die Zweckerreichung nétig gespei-
chert werden (Léschungspflicht). Uber die Zweckerreichung hinaus diirfen die personen-
bezogenen Daten nur gespeichert werden, wenn es zB eine entsprechende gesetzliche
Verpflichtung zur Aufbewahrung gibt, die personenbezogenen Daten zur Geltendma-
chung, Ausutibung oder Verteidigung von Rechtsanspriichen bendtigt werden, oder im 6f-
fentlichen Interesse liegende Archivzwecke vorliegen (Ausnahmen von der Léschungs-
pflicht).31

Bei der Erfassung der Datenverarbeitung im Verzeichnis von Verarbeitungstatigkeiten
sind entweder eine Speicherfrist oder aber Kriterien zur Ermittlung der Speicherdauer
anzufihren (zB ,drei Monate“ oder ,bis zum Ablauf der gesetzlichen Aufbewahrungsfri-
sten®). Die betroffenen Personen sind Uber die Speicherfrist bzw die Kriterien zur Ermitt-
lung der Speicherdauer zu informieren. Zudem missen technische und organisatorische
MaBnahmen eingefuhrt werden, die sicherstellen, dass personenbezogene Daten tat-
sé&chlich nicht langer als ndtig gespeichert bzw rechtzeitig geldscht werden.

Praxistipp: In der Standard- und Muster-Verordnung?®? hat sich der Gesetzgeber
bei den Gemeinde-Standardanwendungen bezlglich der Speicherdauer dar-
auf beschrénkt, auf ,gesetzliche Aufbewahrungsfristen® zu verweisen. Es ist
damit zu rechnen, dass die Datenschutzbehérde auch unter der DS-GVO kei-
nen allzu strengen MalBBstab an Gemeinden bei der Festlegung der Speicher-
dauer anlegen wird und wohl auch weiterhin ein Verweis auf ,gesetzliche
Aufbewahrungsfristen” idR ausreichen wird.

3.1.8 Integritat und Vertraulichkeit

Personenbezogene Daten sind — mittels geeigneter technischer und organisatorischer
MafBnahmen — vor unbefugter oder unrechtmafBiger Verarbeitung und vor unbeabsichtig-
tem Verlust, unbeabsichtigter Zerstérung oder unbeabsichtigter Schadigung zu schitzen.
Fihren selbst die ergriffenen technischen und organisatorischen MaBnahmen nicht da-
zu, dass die Integritat und Vertraulichkeit der personenbezogenen Daten ausreichend si-

30 Siehe Pkt 4.1.4.
31 Siehe Pkt 4.2.4.
32 Dazu mehr unter Pkt 4.1.1.
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chergestellt werden kann, ist eine Datenschutz-Folgenabschatzung3? durchzufihren bzw
die Datenverarbeitung eventuell sogar ganzlich zu unterlassen.

3.1.9 Rechenschaftspflicht

Der Verantwortliche muss die Einhaltung dieser Grundséatze auf Anfrage nachweisen
kénnen.34

3.2 RechtmaBigkeit der Verarbeitung

Gemeinden durfen personenbezogene Daten nur dann verarbeiten, wenn einer der fol-
genden Falle vorliegt (,,Erlaubnistatbestande):s5

3.2.1 Aufgaben im 6ffentlichen Interesse, Ausiibung éffentlicher Gewalt

Die Verarbeitung ist fur die Wahrnehmung von Aufgaben im 6ffentlichen Interesse erfor-
derlich oder erfolgt in Austbung 6ffentlicher Gewalt. Das ist der fir Gemeinden zentral-
ste und wichtigste Erlaubnistatbestand.

Zu den von einer Gemeinde im 6ffentlichen Interesse wahrzunehmenden Aufgaben ge-
horen insbesondere:36

Bestellung der Gemeindeorgane, innere Organisation,

Bestellung der Gemeindebeamten und Ausubung der Diensthoheit,
Ortliche Sicherheits- und Veranstaltungspolizei,

Verwaltung der Verkehrsflachen der Gemeinde, 6rtliche Straf3enpolizei,
Flurschutzpolizei,

Ortliche Marktpolizei,

vVvyvyvVvYvyyvyy

ortliche Gesundheitspolizei (inkl Hilfs- und Rettungswesen sowie Leichen- und Be-
stattungswesen),

Sittlichkeitspolizei,
Ortliche Baupolizei, Feuerpolizei, Raumplanung,

»,Gemeindevermittlungsamter” zur auBBergerichtlichen Streitbeilegung,

vvyyvyy

freiwillige Feilbietungen beweglicher Sachen.

Die entsprechende Rechtsgrundlage fur Aufgaben im 6ffentlichen Interesse bzw far die
Auslbung 6ffentlicher Gewalt kann sich sowohl aus nationalem Recht als auch aus Uni-
onsrecht ergeben.

33 Siehe Pkt 4.1.2.

34 Art5 Abs 2 DS-GVO.

35 Art 6 Abs 1 DS-GVO.

36 Vgl Art 118 Abs 3 B-VG idgF.
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